|  |  |
| --- | --- |
| Tesis | La implementación Blockchain en una red privada es virtualmente imposible de hackear. |
| Evidencia | Dado a las ventajas de seguridad que brinda el blockchain, bancos como J.P. Morgan Chase (EEUU) y Santander (España) han introducido esta tecnología en sus sistemas bancarios [1]. |
| Garantía o justificación | Las redes basadas en blockchain tiene las características de descentralización, no manipulación, trazabilidad, alta credibilidad y consenso multipartito que mejoran la seguridad de la red [2]. |
| Respaldo | Las investigaciones realizadas por [1] y [2]. |
| Cualificador modal | Siempre |
| Refutación | Ninguna |

**Argumentación #1**

|  |  |
| --- | --- |
| Tesis | El uso de la tecnología blockchain contribuye a la gestión y verificación de la identificación digital de manera más segura. |
| Evidencia | BID Lab, en conjunto con la Asociación Civil para el Desarrollo de Ecosistemas Descentralizados, está implementando un proyecto cuyo objetivo es desarrollar una identidad digital para habitantes de barrios vulnerables del Área Metropolitana de Buenos Aires a través de la tecnología blockchain [3].  La utilización del blockchain para identificar usuarios en un entorno de ciudad inteligente (IOT) [4].  uPort y Sovrin son sistemas de IDM emergente que incorporan varias características que garantizan que la identidad sea soberana, segura, confiable y genérica [5]. |
| Garantía o justificación | Los datos digitales se comparten y se autentican mediante el empleo de técnicas criptográficas, como las funciones hash, firmas digitales y las pruebas de zero-knowledge (pruebas de conocimiento cero) [6]. |
| Respaldo | Las investigaciones realizadas por [3], [4], [5] Y [6]. |
| Cualificador modal | Probablemente. |
| Refutación |  |

**Argumentación #2**

**Argumentación #3**

|  |  |
| --- | --- |
| Tesis | Los Smart Contracts mitigan el riesgo de estafas realizas en compras en internet. |
| Evidencia |  |
| Garantía o justificación |  |
| Respaldo |  |
| Cualificador modal | Probablemente |
| Refutación |  |
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